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DORA
Are you ready? 









A few questions for you: 
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sufficient knowledge in 
the field of cybersecurity?

Do you have: 



7

an emergency
procedure ready for the
event of a ransomware
attack?

Do you have:
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this procedure 
available when all
systems are unavailable
due to the attack?

Do you have
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Dependent on an IT 
provider or third-party 
system?

Are you:
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Clearly recorded
agreements about
availability with this
party?

Do you have:
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Monitoring set up to
detect an incident in 
time?

Do you have:
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Monitoring set up to
detect an incident in 
time?

Do you have:
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Drawn up and
executed a test plan on 
ICT in the past year, 
based on potential
threats?

Have you:





NOS / ANP

• Entered into force on January 17, 2023

• Level I text has been published

• Level II is expected in Q3

• Deadline January 17, 2025

Introduction



DORA - Overview

ICT Incident 
Management

Digital Operational
Resilience Testing

Managing of ICT third-
party risk

Information-sharing
arrangements

ICT Risk 
Management

Governance and
Organisation



DORA

Managing of ICT third-party 
risk



DORA

ICT outsourced
and dependent
from partners

Unclear
agreements, 
poor reporting
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This is how DORA solves it

• Manage third-party risk

• Distinction between critical and important 

partners

• Mandatory contractual provisions



DORA

ICT Incident Management



This is how DORA solves it:

• Classify and record incidents

• Expansion of existing obligations

• Decision tree

• Report to supervisor and customers
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DORA
Are you ready? 
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Action plan

• Gap analysis
• Project organisation
• Implementation
• Record and monitor Scope

Audit 
trail

Set 
priorities



Time for action!

267 days to go
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Questions? 
Visit us at le Salon

www.projectivegroup.com


